DEPARTMENT OF THE ARMY
US ARMY INSTALLATION MANAGEMENT COMMAND
HEADQUARTERS, UNITED STATES ARMY GARRISON, FORT GORDON
307 CHAMBERLAIN AVENUE
FORT GORDON, GEORGIA 30905-5730

REPLY TO
ATTENTION OF:

R-SO JAN 25 201

MEMORANDUM FOR ALL U.S. ARMY. FORT GORDON GARRISON PERSONNEL
SUBJECT: Garrison Commander’s Policy Memorandum No. 33— Composite Risk Management
Signature Policy
1. References.

a. PL 91-596, Occupational Safety and Health Act of 1970.

b. 29 CFR Part 1960, Basic Program Elements for Federal Employee Occupational Safety and
Health Programs and Related Matters.

c. AR 385-10, Army Safety Program.
2. Purpose. To establish a policy that supports and implements references 1a —c.
3. Applicability. This policy applies to all personnel assigned to the Fort Gordon Garrison.
4. Background. Composite Risk Management (CRM) is the primary technique to be used for accident
prevention within the Army. CRM is an analytical technique that is used to systematically assess,
eliminate, or reduce the risk associated with any operation, action, or activity. Risk decision authority is
based upon the residual risk of an activity after application of control measures.
5. Responsibilities. Approving authority:

a. Extremely high risk — IMCOM, CG. US Army Garrison—Fort Gordon units planning an

operation with a residual risk level of Extremely High will forward their request through the Garrison
Commander to HQ IMCOM, CG.

b. High risk — Colonel or equivalent for all Fort Gordon Garrison units.
c. Medium risk - Lieutenant Colonel or equivalent, and GS-13 and above.
d. Low risk - Any commissioned officer, E-8 and above, and GS-11 and above.

6. The proponent for this policy letter is the Senior Safety Director, Installation Safety Office, 706-791-
3227.

Z
. KENNEPY, 1I

Commanding



